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The TCP-485 WifFi Log converter is an interface for communicating Full Gauge Controls controllers with the
Sitrad™ management software. The TCP-485 WiFi Log uses a Wi-Fi or Ethernet data network to
communicate with the TCP/IP standard. Currently, many companies have wireless routers installed in their facilities,
as well as wired infrastructures, making it possible to use these same networks for data traffic between controllers
and Sitrad™, using the TCP-485 WiFi Log converter.

This equipment has internal memory for data storage (datalogger), with the specific purpose of storing controller
logs when communication with Sitrad™is unavailable.

Through the smartphone configuration app or Sitrad™, itis possible to select which instruments will have their logs
registered and whatis their periodicity. The logs registered in the equipment can be requested by Sitrad™ as soon as
the communication is reestablished, allowing its insertion in the supervisory database.

- Installations in which using the existing Wireless or Ethernet network is paramount;

- Installations that do not have conditions for passing new RS-485 data cabling and already have and Ethernet
structure installed.

Note: The TCP-485 Wifi Log converter is designed to work with Full Gauge Controls instrument only.
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IAL / WI-FI CONVERTER WITH DATALOGGER

TCP485WIFILOGV02-06T-17783

1. POWER LED - Indication of power and operating mode

2. STATUS LED - Indication of the connection status and signal strength
3. TXLED - Indicates transmission over the RS-485 network

4.RXLED - Indicates reception over the the RS-485 network

5. DIN rail lock
6. Power connector

7. RS-485 network connector
8. RJ-45 connector for ethenet cable

9. RESET button - Switch between operating modes, or restore to factory default

settings
10. Wi-Fi antenna

The TCP-485 WiFi Log converter should be preferably installed in places away from noise and
electromagnetic interference. It must be powered by the power supply provided with the device, if provided,
oracompatible one.

Ifthe operating mode is Wi-Fi Client, the signal quality of the wireless network must be ensured. If the signal
is bad or very bad (see item 9), the communication may become unstable and there may be loss of
information. For recommendations on how to position the device to avoid interference, see item 13.

The RS-485 network must be connected following the recommendationsinitem 12.

OPERATION MODES
The TCP-485 WifFi Log converter has two network interfaces: Ethernet and Wi-Fi, and three modes

of operation: Wi-Fi Access Point, Wi-Fi Client and Ethernet Client. Only one operation mode is enabled ata
time thatis, itis not possible to use the Ethernet and Wi-Fiinterfaces at the same time.

7.1 Wi-Fi Access Point Mode:

In this mode, it operates as a Wi-Fi access point that accepts connection from only one client. This is the
factory default operating mode, which basically serves to configure the converter on first use, although it can
operate in this mode with a Sitrad™ client connected to it. The factory default SSID is TCP-485 WIFI Log W-
XXXXE-YYYY, with XXXX being the last 4 digits of the Wi-Fi MAC address and YYYY being the last 4 digits
ofthe Ethernet MAC address.

Example: Wi-Fi: F8: FO: 05:AD: 75: 56

Ethemet: F8: F0: 05: AD: 10:54} SSID TCP-485 WiFi Log W7556 - E1054

The MAC address of the product’'s network interfaces can be found on the label located on the front of the

case.

7.2 Wi-Fi Client Mode:

In this mode, it operates as a Wi-Fi client and connects to the wireless network provided by the user.
Supports dynamic (DHCP) or static IP configuration. It accepts the connection of a Sitrad™ clientand has an
IPfilter to restrict access within the network.

7.3 Ethernet Client Mode:

In this mode, it operates as an Ethernet client and connects to the wired network provided by the user.
Supports dynamic (DHCP) or static IP configuration. It accepts the connection of a Sitrad™ clientand has an
IPfilter to restrict access within the network.
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LED INDICATIONS

8.5 Operations
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[ Client connected to the Access Point. ] Finishing firmware update process.
Client connected to the Access Point. ] oo :
. Initialization failed. Corrupted
Connected with Sitrad Off memory.
Blinking Client connected to the Access Point. on on Contact Full Gauge Controls.
Receiving firmware update.
RESET button pressed. When
8.2 Wi-Fi Client Operation Mode Cyan Cyan ;Ler;f:gdr}mzf(’sfe If:;g%')”g the
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On the factory settings (see item 9.8).
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level. Connected to Sitrad WiFi Log converter will keep the POWER and STATUS
Connected to the Wi-Fi network. Excellent signal LEDs on in white for approximately 7 (seven) seconds,
level. Receiving firmware updtate. indicating the device's initialization.
Connected to the Wi-Fi network. Good signal level. After initialization, the color of the POWER LED will indicate
Binki Bk Receiving firmware update. the TCP operating mode, and the STATUS LED, the status of
INKIN INKIN{ i i i
o o Connected to the Wi-Fi network. Poor signal level. its connection, as peritem 9.
Receiving firmware update.
Connected to the Wi-Fi network. Very Poor signal R . .
level. Receiving firmware update. 9.1 Setting up the converter for the first time:
The converter leaves the factory in the Wifi Access Point operating mode. After initialization, the POWER
8.3 Ethernet Client Mode LED willbe oninlilac and the STATUS LED will be flashing in yellow. At this moment, the TCP-485 WiFi Log
awaits the connection of a client on its Wireless network created according to the standards specified in item
[ Power LED } Status LED } 8.1. Using a smartphone with the TCP-485 Config app, choose the option Connect on a TCP-485. The
Event screen in Figure 02 will appear. Choose the OK option, and the smartphone’s Wi-Fi network selection
Color Status Color ] Status ] interface will open (Figure 03). Connect to the network created by the converter (Figure 04) and ignore if the
‘ Blinking ‘ i Ethernet cable disconnected l smartphone alerts that the closen network does not have access to the internet. Press the back button, and
. the smartphone will return to the TCP-485 Config app and display the Converter Search screen (Figure
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9.2 Operation Set Up in Wi-Fi Client mode:

Step 1: Select the converter you desire to configure on the Converter
Search screen (Figure 05) and the Basic Settings screen (Figure 06)

is displayed.
Configure the following fields:

- Converter name (up to 30 characters);
- Password (up to 8 characters): access password to change

configuration parameters;

- Configuration Port (standard 5005);

- Communication Port (standard 4000); 4000
- Network Interface: Wi-Fi or Ethernet. Nevork e Usage
In the Network Interface field, select the Wi-Fi option. s v

€ Address Settings

‘Sampling Rate (in seconds):
60

Datalogger addresses

Back Continue

Step 3: Wi-Fi Network Mode (Figure 08), itis where the operating mode
will be chosen between Wi-Fi Client or Wi-FiAccess Point.
Select the option Connectin a network.

< Wi-Fi Network Settings

Connecton the network:

FullGauge

FullGauge
FullGauge
FullGauge

FullGauge

4 Addnetwork

Back Search

Step 5: Configured the following parameters (Figure 10):

< Basic Settings

Converter Name:

TCP-485 WIFI Log W-7556 E-B208

Communication Port:

Back spdate  Continue

Step 2: Address Settings (Figure 07). It is used to configure the
datalogger. This screen allows you to change the sampling interval of
the datalogger between 15 and 60,000 seconds (default 60 seconds)
and to choose the addresses of the instruments to be registered in the
datalogger. Addresses 1 through 247 are enabled by selecting their
respective checkbox. The maximum amount supported is 32
instruments. The figure shows only addresses 1 to 4. For others, scroll

Figure 06

down.
€ Wi-Fi Network Mode

Choose Wi-Fi network mode:
O Router wireless

@ Connect in a network

Step 4: Wi-Fi Network Settings (Figure 09). Itis where the network to
which the converter must connect is simply configured by touching its
name in the list. If the desired network is a hidden network, select the
Add network button to configure it manually.

€ Wi-Fi Network Settings

‘Connecton the network:

Password:

my_password (53

9.3 Operation Set Up in Wi-Fi Access Point Mode:

Follow the same steps as in item 10.2, except for steps 3 to 5,

which are described below.

Setp 3: On the Wi-Fi Network Mode screen, select the Wireless

Router option (Figure 13).

Step 4: It is not displayed, go straight to step 5 “Wi-Fi Network

Setup”.

€ Wi-Fi Network Settings

Network Name (SSID):
TCP-485 WIFI Log W-7556 E-B208
Authentication Type:

WPA2 AV 4

< Wi-Fi Network Settings

my_password (53

Channel

1P Address:
192.168.2.1
Netmask:
2655.255.255.0
Starting range:

192.168.2.10

Final range:

192.168.2.15

€ Wi-Fi Network Mode

Choose Wi-Fi network mode:
@ Router wireless

QO Connect in a network

Note:

Step 5: In the Wi-Fi Network Settings screen (Figure 14),
configure the Access Point parameters:

-Network name (up to 32 characters);

- Type of authentication: None or WPA2;

- Password (8 to 64 characters): If WPA2 is the selected
Authentication type;

- Channel: Automatic or Manual (between 3 and 12);

- IP address: It is the address of the converter on the network
itself;

- Netmask;

- Start and end range: Range of IPs to be assigned to clients
connecting to the network.

9.4 Operation Set Up in Ethernet Client Mode

Select the converter according to item 10.

1. s
Step 1: On the Basic Settings screen, select the Network

Interface field and the Ethernet option (Figure 15).

< Ethernet Network Settings

< Ethernet Network Settings

Converter Name:

TCP-485 WIFI Log W-7556 E-B208

Communication Port:

4000
Network Inerface Usage:

Ethemet

v

Back Update  Continue

Step 2: Inthe Ethernet Network Settings screen (Figure 16),
configure the parameters of the Ethernet network:

- IP Mode: Dynamic (DHCP) or Static. In Static mode, you
must configure IPAddress, Netmask and Gateway;

-DNS server: Primary and Secondary;

- Connectto the network (up to 32 characters): SSID of the network
to connect. Fill only if the network is hidden;

- Connecton the network to connect;

- IP Mode: Dynamic (DHCP) or Static. In Static mode, you must
configure IPAddress, Netmask and Gateway;

-DNS server: Primary and Secondary;

- IP-Restricted Access: If it is desidred, only clients with IP within

€ Wi-Fi Network Settings

- IP-Restricted Access: If it is desidred, only clients with IP
within the configured range can connect to the converter.

the configured range can connect to the converter.

< Submitting Settings

Back Finaize

Back Continue

Step 3: Submitting Settings
(Figure 11). Select the Finish
button to have the app send the
settings to the converter. If
successful, the message in
Figure 12 will be displayed. The
converter will restart and start
operating in the selected mode,
trying to connect to the
configured network.

INFORMATION SENT
SUCCESSFULLY

Allinformation has been sent to the

converter correctly.

Step 3: Submitting Settings (Figure 17). Select the Finish button to have the app send the settings to the
converter. If successful, the message in Figure 18 will be displayed. The converter will restart and start
operating in the selected mode, trying to connect to the configured network.

< Submitting Settings

Back Finalize

INFORMATION SENT
SUCCESSFULLY

Allinformation has been sent to the

converter correctly.




9.5 Reconfiguring the converter:

Using a smartphone with the TCP-485 Config app and
connected to the same network as the converter, select
the Configure TCP-485 option on the current network.

€ Converter search

TCP-485 WIFI Log W-7556 £-B208 @ ®

The Converter Search screen should display the k
converters connected to the network, It is possible to set

more to have more than one converter on the same network TCP-485 WIFILog W-1575 E-B0CC @ ©
(Figure 19). Select the desired converter and proceed to

select the operating mode (items 10.2,10.3and 10.4). k

0o

Note: If the converter is not connected to the configured network, change the operation mode manually
to Wi-Fi Access Point (as per item 10.7) or restore the factory settings (item 10.8).

9.6 Firmware Update:

The TCP-485 Wifi Log firmware update is made through the TCP-485 Config app. For this, the
smartphone must have access to the internet, either through the Wi-Fi network to which it is connected, or
throughiits cellular network.

Step 1: Onthe Basic Settings screen (Figure 20), select the Update button;

Step 2: On the Firmware Update screen (Figure 21), the current firmware version will be displayed. Touch
the checkbox and choose the version you want to install (Figure 22). Always try to install the latest
version to ensure that your converter is always up to date.

Step 3: Touch the Update button and the smartphone will download the firmware and start transmitting it to
the converter. A progress bar (Figure 23) will indicate how many blocks were transmitted, and the total
number or firmware blocks. The update can be canceled at any time by touching the Cancel button.

Step 4: At the end of the update, the message in Figure 24 will be displayed and the converter will restart
immediately, turning on the POWER LED in white. The STATUS LED will turn white and then yellow,
indicating that the firmware is being update.

Note: When updating firmware, all equipment settings are maintained.

& Basic Settings < Firmware Update

Converter Name:

TCP-485 WIFI Log W-7556 E-208

([ enabie passwors

ContigurationPort

5005

Commuication Port Firmware version:

(3000 20 (current) N

Network nerace Usag:

wi v 01258
Back  Update  Continue

< Firmware Update

Firmware version: FIRMWARE UPDATE
Update completed successfully.
v

CANCEL

Figure 22 Figure 23

9.7 Changing the configuration mode:

The operating mode can be changed using the RESET button. Just press it for 3 (three) seconds until the
POWER and STATUS LEDs are cyan. When you release the button, the device will restart and the
operation mode will be changed from Client (Wi-Fi or Ethernet) to Access Point or from Access Point to
Client (Wi-Fior Etherne, the last one used).

This operation is useful if it is necessary to reconfigure the converter and it is not possible to access it on the
network itis connected, or ifitis unable to connect to the configured network.

9.8 Restoring factory settings:

Ifitis necessary to restore the factory setting of the TCP-485 WiFi Log, press the RESET button for
20 (twenty) seconds until all the LEDs are green. Upon restart, the converter will return to factory defaults
and will operate in Wi-FiAccess Point mode, with default SSID and password.

Please Note: This operation will erase all settings previously made in the TCP-485 WifFi Log.
converter. The datalogger datais not erased.

The TCP-485 WiFi Log converter operates in conjunction with the Sitrad™supervisory software. The
most update version s available at https://www.sitrad.com.br

Pro

10.1 Registering the converter in Sitrad

Step 1: Figure 25 shows the Sitrad™Management screen. On the Device List tab on the left select the
server where the converter will be installed. This server must be on the same network as the device. On the
main Server Information tab, click the Add Converter button.

S sRAD - 140 -

Sitrad™ 2

Configurations  Reports  Defrosts and Events

4 o J

Lc

~ GeneralInformation

Company: - Name Local server
Version 140
Server Status | Connected

Clck here o add an image IP/DNS and Port 127.00.1:8001

Location

Connected user | Admin

A Converters on this server

Converter name. Type Version Address Status

‘ »

Step 2: In the Select model window (Figure 26), select to Search automatically and the software will
search on the network for converters. If the converter is not available at the moment, you can add it manually
by clicking on Ethernet converter.

$ srRAD - 140 — G

Sitrad™

Configurations Reports  Defrosts and Everes
Select model
Saarch mtcnaticaty
Etharnet Converter

Serial Converter
(modeiCONV258)

‘ »

Step 3: Sitrad™ should perform the search on the network, and the available converters should appear in
the Converter Search tab (Figure 27). Select the desired converter and click Add.

® STRAD-140 BT

Sitrad

1P:192168.248.3
Communication port: 4000
MAC sddress: FEFO0SADTSTS
Gateway: 192.168.248.1 Add
Network Mask 255.255.255.192

Has password: No

1P:152168.246.2

Communication port: 4000

Add

Has password: Yes




Step 4: Figure 28 shows the Converter Registration tab. Check the device data and edit if necessary.
Sitrad™ identifies the TCP-485 WifFi Log as TCP-485 WiFi Log with Version 2.The “Connect via”
field defines wheter Sitrad™ will recognize the converter on the network by IP or MAC address. If the
converter is configured in Client mode with dynamic IP, it is advisable to select the MAC Address option, as
the device’s IP may vary within the network. After configuring the desired parameters, click on the Save
button to register the converter on the server.

$ sTRAD - 140 =R

Sitrad™

b -] al @ Admin

Configurations  Reports  Defrosts and Events A Local Server

Fiter tems
© § /7 X O .

= Local server

Description
TCP-485 WIFI Log W-7556 E-8208

Interval between samples (seconds)
50

Timeout (seconds)
30

Time lapse for communication error with instruments (seconds)
150

status

Model Version
P48 WFilog  + Version 2 -
Connect via

O (&) MAC Address 5005
MAC Address Communication port
FBRO0SADTSISE 4000

. Configuration password
% Figure 28
—

Step 5: Once registered, the converter will appear linked to the chosen server on the Device List tab. When
selected, the Converter Information tab is displayed (Figure 29). To register the instruments that are in the
RS-485 network of this new converter, click on the Search Instruments button.

S srRAD - 140 =

Sitrad™

Configurations Reports  Defrosts and Events

D -
4 = Local Server

T
2 TCP-485 W Log W-7556 £-6208 -

Name  Tcp-a85 WIFI Log W-7556 E-B208
TyPe  TCP-485 Wi Log Converter

Status | Conectado
Clock  6/30/2020 3:56 PM

~ Datalogger

Status: On

Usage percentage: 0.0 %

A Instrumentsin this converter

Step 6: The Instrument Search tab allows you to register instruments by address. There are two options:
Search in address range, in which various instruments with addresses within the selected range are
searched. After choosing the option, just click on Search and Sitrad™ automatically registers the
instruments (Figure 30). If you choose to search the full range of addresses, the process may take a few
minutes. The registered instruments will now appear on the Device List tab, linked to the converter.

® sTRAD - 140 ST

Sitrad™ s o)

Configurations  Reports  Defross and Events.

Filte

© T 7 X QO . selectedcomenerTcrss i og wrsse£8208
4 = Local Server () search by address:
2 TCP-485 W Log W-7556 £-8208 ! [

Search for Instruments

O bt

Figure 30

10.2 Managing the Datalogger
10.2.1. Setup

Step 1: With the converter selected, select the LOG B®Configure Datalogger menu on the Converter

Information tab (Figure 31).

$) STRAD - 140 - B x

Sitrad™

¢ items

© § /7 X O .

4 = Local Server

@ RCK-602 plus [030]

2 TCP-485 Wil Log W-7ss6 E-B208 |~ Gemeralinformation £ Datalogger Configuration
8 PCT-410 E plus [001] Load Datalogger
98 PhaselOG E plus (008] ! Clear datalogger memory

Name  Tcp-4g5 WIFI Log W-7556 E-6208
TyPe  TCp-485 Wifi Log Converter

Status  Conectado

Clock  6/30/2020 356 PM.
~ Datalogger

Status: On
Usage percentage: 0.3 %

A Instrumentsin this converter

Address Instrument name Model Version
1

B PhaseLOG E plus 006] PhaselOG E plus 4

0 RCKE02 plus [030) ROKE02 plus 1

Step 2: The Datalogger Configuration screen is displayed (Figure 32). Set the interval between samples
and select the instruments you want to be registered in the datalogger. Only registered instruments are
displayed in the list. To insert instruments per address that have not been installed yet, uncheck the "Show
only registered” box, and all addresses will be available to choose from. The screen also displays the

estimated total history time of the datalogger. Click Save to keep your changes.

® STRAD-140 =R

Sitrad™

Datalogger Configuration

@ Admin

o
A Local Server A 0

ite

o § 7 X O

PCT-410 E plus (001
(]008 - PhaseLOG E plus [008)
[]030 - RCK-602 plus [030]

4 = Local Server
2 TCP-485 WIF Log W-7556 -8
@ PCT-410 € plus [001]
98 PhaselOG E plus [008]

- RCK-602 plus (030]

Estimated total time of datalogger:

Figure 32

10.2.2. Loading

To load the converter Datalogger, select the LOG B®Load Datalogger menu on the Converter Information
tab (Figure 31). In the Datalogger section, a progress bar indicates the process and the percentage elapsed

inloading the datalogger (see Figure 33).

$) SITRAD - 140 (beta) o

Sitrad™ o ] () Admin

Configurations Reports  Defrosts and Events Locsl Serwe

I} o
4 = Local Server

22 TCP-485 Wil Log W-7556 8208 | GemeralInformation
. PCT-410 € plus [001]
98 PhaseLOG E plus (008]
@8 RCK-602 plus (030]

Name TCp-485 WIFI Log W-7556 E-5208
TYPE  TCP-485 Wifi Log Converter

Status | Conectado

Clock 6/30/2020 3:56 PM

~ Datalogger
Status: On Loading datalogger...
Usage percentage: 05 % 3%

A Instruments n this converter

Address. Instrument name Model Version
: poawepwpey  porawees 5
0 PraselOG E plus (008 PraselOG E pus 4
0 RCK.602 pls 0301 RO 602 plus 1




10.2.3. Delete

To delete the Datalogger data from the converter, select the LOG B®Clear Datalogger memory menu on the
Converter Information tab (Figure 31). A window will be displayed confirming the operation (Figure 34).
Select Yes and all logs will be deleted from the converter’'s memory.

® SITRAD - 140

Sitrad™

ST

]A"o

@ Admin
R Local Server

4 = Local Server
2 TCP-485 WIFl Log W-7556 E-B208
B PCT-410 E plus [001]
8 PhaseLOG E plus [008)
. RCK-602 plus [030]

Load Datalogger
Clear datalogger memory

Clock 6/30/2020 3:56 PM

~ Datalogger

Status: On
Usage percentage: 05 %

0
£ RCK602 plus 0301 RCK602 plus 1
Figure 34
—

PhaselOG E plus [008) PhaselOG E plus 4

When the TCP-485 Wi-Fi Log uses wireless communication, some recommendations must ve taken
into accountwhen installing it, in order to guarantee its best performance. Here are some of them.

1) Check that the Wi-Fi devices are compliant with the [EEE 802.11 b/g/n standard;

2) Install the Wi-Fi router preferably at the highest point of the room, so that your signal is better broadcast,
with a minimum or interference from obstacles;

3) Observe in the router’s technical specifications how many simultaneous connections it supports;

4) Avoid sources of interference, such as:

-Microwave ovens;

- Direct Satellite Services (DSS);

- Power sources (power transmission lines, electric railway tracks and power stations);

-2.4 GHz or 5 GHz phones;

- Wireless radio frequency video;

- Wireless speakers;

- LCD screens and external monitors;

-Unprotected cables;

- Other wireless devices.

5) At the installation site, avoid physical barriers that attenuate the signal, below we have a table with the
level of attenuation of each material:

Barrier types Interference potential
Wood Low
Synthetic materials Low
Glass Low
Water Medium
Brick Medium
Marble Medium
Plaster High
Concrete High
Armored glass High
Metal Very high

CONNECTING CONTROLLERS, RS-485 SERIAL INTERFACE
I/AND COMPUTER

12.1 FORAROBUSTELECTRICAL INSTALLATION, TRY TO FOLLOW THE RECOMMENDATIONS
BELOW:

- Use 2-way cable, with a minimum of 24AWG;

- Use preferably shielded cablesin order to protect the communication line from external interference;

- Ifnecessary, please use a connection block;

- Use the connection blocks to make the connections to the controllers. In addition to facilitating the
connection, they have a protection purpose;

-Avoid connections greater than 2 meters (6.5 ft) between the connection block and the controller;

- Use amaximum number of 32 devices connected to each Interface.

32 controllers

- Dimension networks with a maximum length of 1000m (3200 ft) between the Interface and the last
controller.

Maximum cable distance = 1000m (3200 ft)

- Connect a 120 ohm terminating resistor between terminals A and B of the connection block at the end of
the line when using a cable length greater than 100m (320 ft).

12.2RECOMMEND TOPOLOGIES:
- Use one of the following settings to create a well-defined path.

Nl
rlt

12.3NON-RECOMMENDED TOPOLOGIES
- Avoid creating long network branches.

l%{_

12.4 CONNECTION BLOCK FOR SERIAL COMMUNICATION

1

5
H
g
~
g
E
g
2

*Sold separately

Itis used to connect more than one controller to the interface. Wire connections should be made as follows:
Terminal A of the controller connects to terminal A of the connection block, which in turn must be connected
toterminal Aofthe Interface. Repeat the procedure for terminals Band + with <+ being the cable mesh.
The ¥ terminal of the connection block mustbe connected to the respective ¥ terminals of each controller.

-Donotground the controllers independently.

_lll

- Ground the cable mesh at only one point, preferably close to the interface.

 CORRECT

12.5IMPORTANT

According to NBR 5410 standard chapters:

1. Install surge protectors in the supply.

2. Sensor and serial communication cables can be together, but not in the same conduit through which
electrical power and load activation pass.

q Power grid

Distance > 4in

Sitrad Network )
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